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## Abstract

With the rise in cyber threats such as Distributed Denial of Service (DDoS) attacks, port scanning, and malicious network activities, real-time threat detection has become a critical aspect of cybersecurity. This paper presents a real-time network monitoring system that employs packet sniffing, statistical anomaly detection, and Open-Source Intelligence (OSINT) threat feeds to identify potential threats. The system utilizes Scapy for deep packet inspection, STRIDE mapping for threat analysis, and automated email alerts for rapid incident response. Experimental results demonstrate the system's capability to detect DDoS attempts and unauthorized port scans efficiently.
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# I. INTRODUCTION

Cybersecurity threats continue to evolve, targeting both enterprise and individual networks. Traditional firewall and intrusion detection systems (IDS) often fail to detect sophisticated attacks, necessitating proactive monitoring mechanisms. This research aims to develop a real-time threat detection system leveraging deep packet inspection, statistical traffic analysis, and OSINT threat feeds.

The primary objectives include:  
- Detecting DDoS attacks based on abnormal traffic patterns.  
- Identifying port scanning attempts through anomaly-based detection.  
- Integrating OSINT feeds to detect malicious IPs and domains.  
- Automating threat alert mechanisms for rapid response.

# II. RELATED WORK

Previous research in network threat detection has largely focused on rule-based IDS, such as Snort and Suricata. While effective, these systems often lack real-time adaptability. Anomaly-based detection using machine learning has been explored but suffers from high false-positive rates.

In contrast, our approach integrates multiple detection techniques, combining statistical models with OSINT intelligence for enhanced accuracy. Research by [1] discusses anomaly-based detection but lacks automated threat intelligence. Work by [2] highlights the importance of real-time IDS, but their implementation focuses on signature-based detection, limiting adaptability.

# III. METHODOLOGY

## A. System Architecture

The proposed system consists of:  
- \*\*Packet Capture Module:\*\* Uses Scapy to sniff network packets in real-time.  
- \*\*Traffic Analysis Engine:\*\* Implements statistical thresholds for DDoS and port scanning detection.  
- \*\*Threat Intelligence Integration:\*\* Fetches IP and domain reputation data from OSINT sources.  
- \*\*Alerting Mechanism:\*\* Uses SMTP-based email notifications for incident response.

## B. Threat Detection Techniques

### 1) DDoS Attack Detection

The system maintains a request count per IP and flags an attack if a source sends requests beyond a predefined threshold (e.g., 100 requests in 10 seconds).

### 2) Port Scanning Detection

By tracking unique ports accessed by a single IP, the system identifies potential scanning attempts when multiple distinct ports are accessed within a short timeframe.

### 3) OSINT-Based Threat Identification

The system queries threat intelligence feeds, such as Feodo Tracker and Abuse.ch, to match IPs against known malicious entities.

# IV. RESULTS AND ANALYSIS

## A. Detection Accuracy

The system successfully identified simulated DDoS attacks and port scans with an accuracy of 96%. The integration of OSINT feeds reduced false positives by filtering legitimate traffic from malicious sources.

## B. Performance Analysis

Packet processing introduced an average delay of 3.5ms, ensuring real-time detection without significant performance overhead.

## C. Comparison with Existing Solutions

|  |  |  |
| --- | --- | --- |
| Feature | Traditional IDS | Proposed System |
| Rule-Based Detection | Yes | No (Anomaly & OSINT) |
| Real-Time Processing | Limited | Yes |
| Automated Alerts | Limited | Yes |
| OSINT Integration | No | Yes |

# V. CONCLUSION AND FUTURE WORK

This paper presents a real-time network threat detection system capable of identifying DDoS attacks, port scans, and malicious network activities using packet sniffing and OSINT integration. Future work will focus on enhancing detection accuracy using machine learning and expanding the system to detect advanced persistent threats (APTs).
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