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ABSTRACT 

In the domain of e-healthcare, the exchange of encrypted Personal Healthcare Records (PHRs) among patients and 

medical professionals has greatly enhanced access to high-quality medical services. Nonetheless, a notable challenge 

persists in efficiently searching for information within encrypted PHRs, alongside the cost implications linked to 

ensuring continuous online availability of doctors for remote monitoring and research purposes. This study introduces 

a novel and secure Proxy Searchable Re-Encryption method, known as DSAS, with the aim of facilitating effective 

and secure remote PHR monitorXing and research. 

DSAS prioritizes the privacy and confidentiality of PHRs by restricting access solely to authorized doctors and 

research institutions. Furthermore, it enables the delegation of medical decisions by the primary healthcare provider, 

ensuring that patient records undergo encryption before being uploaded to a cloud server. This approach facilitates 

remote access for secondary healthcare providers or research institutions, thereby limiting direct access to sensitive 

information stored on the cloud server. The security of the proposed scheme is rigorously formalized, and 

performance analysis confirms its effectiveness. 

1. INTRODUCTION 

A mobile platform integrated with an e-healthcare sensor network has proven to be invaluable for individuals seeking 

effective and high-quality medical care. These sensor devices, embedded within patients' gadgets, gather a wealth of 

personal healthcare information, allowing healthcare providers to make more accurate diagnoses and tailor treatments 

to address patients' specific needs. Additionally, analysts and researchers in the field of medicine can leverage this 

data to conduct comprehensive analytics, gaining deeper insights into diseases and developing more effective 

remedies. 

However, storing such sensitive data in third-party cloud storage introduces security risks, including the potential for 

data leaks. This risk arises because neither patients nor medical professionals have direct access to the information 

when it is stored externally. For example, some healthcare facilities store vast amounts of Personal Healthcare 

Records (PHRs) on cloud servers and grant organizations like the Centers for Disease Control and Prevention (CDC) 

permission to utilize them. To mitigate the risk of data leaks, it is essential to encrypt all PHRs before storing them in 

the cloud. 

While encryption provides robust data security and addresses privacy concerns, it also presents challenges in terms of 

user experience. Standard encryption algorithms, which rely on plaintext, can hinder the retrieval of encrypted data, 

making it difficult to query such information. To overcome these limitations, researchers have turned to searchable 

encryption (SE) cryptosystems. In the context of e-healthcare systems, patients use searchable encryption technology 

to encrypt prospective keywords as indices before uploading them to the cloud server alongside encrypted PHRs. 

Authorized healthcare providers or research institutions can then use an encrypted keyword search by transmitting a 

trapdoor generated with a specific term to the cloud server. 

In summary, leveraging searchable encryption technology in e-healthcare systems allows for secure storage and 

retrieval of sensitive medical data while addressing privacy concerns and mitigating the risk of data leaks. This 

approach ensures that authorized users can access relevant information without compromising the confidentiality of 

patient records stored in the cloud. 

2. EXISTING SYSTEM 

In the existing system, blockchain technology serves as a secure and decentralized solution for storing and sharing 

patient health information. It empowers patients to have greater control over access to their data and guarantees that 

every transaction is securely recorded on an immutable ledger. 
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Disadvantages of the existing system: 

1. Complexity: Developing and implementing a secure e-Healthcare data sharing and searchable framework can be 

complex and resource-intensive. 

2. Privacy Risks: Despite security measures, there's a persistent risk of breaches or unauthorized access to sensitive 

patient data. 

3. Technical Challenges: Creating a system allowing authorized searches while maintaining data security and privacy 

presents technical complexities. 

4. Regulatory Compliance: Meeting strict regulations like HIPAA poses a challenge for ensuring framework 

compliance. 

5. Usability Issues: Complex security measures may hinder system usability, impacting healthcare professionals' 

workflow. 

3. PROPOSED SYSTEM 

In the proposed system, establishing a robust authorization and authentication mechanism is crucial for safeguarding 

the security and privacy of patient data. This mechanism acts as the foundation of the system, determining who has 

access to sensitive medical information and under what circumstances. By implementing stringent authentication 

protocols, the proposed system aims to mitigate the risk of unauthorized access and uphold patient confidentiality. 

Various authentication methods can be employed to achieve this objective, including password-based authentication, 

two-factor authentication (2FA), and biometric authentication. Password-based authentication involves users 

providing a unique combination of characters or phrases to verify their identity. While widely used, this method may 

be vulnerable to security risks like password guessing or brute force attacks if not properly managed. 

Two-factor authentication adds an extra layer of security by requiring users to provide two forms of identification 

before granting access. This could entail combining something the user knows (e.g., a password) with something they 

have (e.g., a mobile device for receiving a verification code). By necessitating multiple forms of verification, 2FA 

significantly enhances system security and reduces the risk of unauthorized access. 

Biometric authentication utilizes unique physical or behavioral characteristics of individuals, such as fingerprints, iris 

patterns, or facial recognition, to verify identity. Offering high levels of security and convenience, this method 

eliminates the need for users to remember passwords or carry additional devices. However, biometric authentication 

may raise privacy concerns regarding the storage and processing of biometric data. 

In addition to authentication, the proposed system must incorporate a robust authorization mechanism to define and 

enforce access control policies. Access control policies specify which users or user groups are permitted to access 

specific resources within the system and what actions they can undertake. Role-based access control (RBAC) is a 

widely used authorization model that assigns roles to users based on their responsibilities and privileges, allowing for 

precise control over access permissions. 

By integrating these authentication and authorization mechanisms into the proposed system, healthcare providers can 

ensure that only authorized individuals, such as medical professionals or patients themselves, can access patient data. 

This not only safeguards patient privacy and confidentiality but also fosters trust among stakeholders and facilitates 

compliance with data protection regulations. 

4. WORKING PRINCIPLE 

DSAS, a secure data sharing framework tailored for e-healthcare, employs encryption to secure patient records prior to 

their transfer to a protected cloud server. This encryption ensures that sensitive medical information remains 

confidential during storage and transmission. Authorized users can conduct searches on encrypted data using 

specialized techniques that maintain privacy. The system is equipped with robust access controls to restrict data access 

to authorized personnel only. Additionally, it incorporates audit trails to track data access and modifications, 

enhancing accountability. Continuous monitoring for security updates further strengthens the system's resilience 

against potential threats and vulnerabilities. 
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Fig 1: Project flow 

Advantages of the Proposed System: 

1. Enhanced Security: The system's robust authorization and authentication mechanisms bolster security by restricting 

access to authorized individuals, thereby minimizing the risk of unauthorized access and data breaches. 

2. Improved Patient Privacy: Stringent authentication protocols ensure patient privacy and confidentiality by 

permitting access only to authorized healthcare professionals or individuals with legitimate reasons for access, thereby 

safeguarding sensitive medical information. 

3. Reduced Risk of Data Breaches: The implementation of multi-factor authentication adds an additional layer of 

security, decreasing the likelihood of data breaches even if one authentication factor is compromised. 

4. Compliance with Regulations: The system aids healthcare providers in adhering to regulations such as HIPAA by 

limiting access to authorized users, thereby avoiding potential penalties and legal repercussions. 

5. Enhanced Accountability: Through authentication and authorization mechanisms, the system enables effective 

monitoring of user access, fostering accountability and transparency within the system. 

6. Flexible Authentication Options: The system offers flexibility in authentication methods, accommodating various 

security requirements and user preferences to ensure a seamless user experience. 

7. Improved User Experience: With intuitive authentication processes and user-friendly interfaces, the system 

prioritizes a seamless user experience, enhancing usability and accessibility for healthcare professionals and 

authorized users. 

8. Mitigation of Insider Threats: Authentication and authorization mechanisms mitigate insider threats by restricting 

access based on predefined roles and permissions, thereby minimizing the risk of unauthorized access or misuse of 

sensitive information. 

9. Protection Against Credential Theft: Multi-factor authentication provides protection against credential theft, making 

it challenging for attackers to gain unauthorized access to the system and patient data. 

10. Scalability and Adaptability: Designed to scale and adapt to evolving security threats and technological 

advancements, the system accommodates changes to authentication mechanisms and access control policies, ensuring 

long-term effectiveness and resilience. 
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5. RESULTS 

The DSAS framework guarantees heightened data security and patient privacy within e-healthcare systems through 

the deployment of robust encryption, authentication, and access control measures. It facilitates seamless data sharing, 

permits authorized searches on encrypted data, and ensures adherence to regulatory standards. DSAS fosters 

accountability, usability, and transparency, effectively mitigating insider threats and fostering trust among 

stakeholders. Moreover, its scalability and adaptability enable it to keep pace with evolving security requirements and 

technological advancements. 

 

Fig:2  A Secure Data Sharing and Authorized Searchable Framework for e-Healthcare System home page. 

 

Fig : 3 Alice login page 

 

Fig: 4 Alice registration page 
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Fig :5 Upload file 

 

Fig:6 All data set 

 

Fig:7 Bob login page 



 

INTERNATIONAL JOURNAL OF PROGRESSIVE 

RESEARCH IN ENGINEERING MANAGEMENT 

AND SCIENCE (IJPREMS) 

 

Vol. 04, Issue 04, April 2024, pp: 1556-1564 

e-ISSN : 

2583-1062 

Impact 

Factor: 

5.725 
www.ijprems.com 

editor@ijprems.com 
 

@International Journal Of Progressive Research In Engineering Management And Science               Page | 1561 

 

Fig: 8 Bob registration page 

 

Fig:9 Search and decrypt patient details 

 

Fig:10 View result 



 

INTERNATIONAL JOURNAL OF PROGRESSIVE 

RESEARCH IN ENGINEERING MANAGEMENT 

AND SCIENCE (IJPREMS) 

 

Vol. 04, Issue 04, April 2024, pp: 1556-1564 

e-ISSN : 

2583-1062 

Impact 

Factor: 

5.725 
www.ijprems.com 

editor@ijprems.com 
 

@International Journal Of Progressive Research In Engineering Management And Science               Page | 1562 

 

Fig:11 Cloud login page 

 

Fig: 12 Owner request 

 

Fig:13 User request 
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6. CONCLUSION 

The proxy-invisible condition-hiding proxy re-encryption system we developed in this work allows keyword search 

and may be used to secure data exchange and delegation in systems for e-healthcare. With our new system, a 

physician named Alice (the delegategator) can create a conditional authorisation for a physician named Bob (the 

delegate) by providing a re-encryption key. Bob may now access the PHRs that were originally encrypted using 

Alice's public key thanks to the cloud server's ability to perform ciphertext transformation using the re-encryption key, 

enabling secure delegation. The cloud server may conduct searches on encrypted PHRs on the doctor's behalf without 

understanding the term or the underline lying circumstance. We specifically accomplished the system's proxy-invisible 

characteristic. Also, we have discovered the system's collusion-resistance characteristic, which ensures that even if a 

dishonest cloud server colludes with the delegate, Alice's private key will remain safe (Bob). Our suggested system, 

DSAS, has been proven secure by a thorough proof, and performance analysis supports its effectiveness.  
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