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ABSTRACT 

There are several departments within the state government,each of which manages a variety programs for citizens eho 

qualify based on the criteria established by the government for each scheme. This mandates a centralized system 

capable of keeping track of the various applications, document approval status,sanctioned amounts, and all 

government schemes.This system, however, must be highly secure and ensure that only authorized users have access 

to it, these issues can be resolved by utilizing Blockchain technology.This properties of Blockchain such as 

immutability, consensus mechanisms and crytographic encryption ensure security and prevent unauthorized users 

from being able to access or edit data on the blockchain. The Transaction in this system will be placed within a 

transaction pool before a new block is mined which means several transaction can be verified and recorded together to 

reduce the costs invovled in blockchain transactions. Improvement in overall efficiency and quality of user experience 

for government can lead to tracking of other administrative problems using emerging technologies like Blockchain. In 

literature they use blockchain which enables cryptography and transation security at every stage while maintaining 

transparency so that every transaction is backed up eith proof of its authenticity. Hence, they present a framework that 

uses blockchain innovation and a full-proof fund transfer system. Blockchain contains growing list of records called 

blocks. 
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1. INTRODUCTION 

In modern governance, the trust of citizens in government schemes and policies is paramount for their successful 

implementation and impact. The effectiveness of these programs hinges not only on their design and execution but 

also on the transparency and efficiency with which citizens can access and benefit from them. Blockchain technology, 

with its unique attributes such as immutability, cryptographic encryption, and consensus mechanisms, presents a 

promising solution to streamline the process of applying for government grants under various schemes. By leveraging 

blockchain, governments can enhance security, transparency, and accountability in the administration of public funds 

[1]. 

Governments worldwide administer a plethora of schemes aimed at providing financial assistance and support to 

citizens across various sectors, including healthcare, education, agriculture, and social welfare. However, the 

traditional processes involved in applying for and disbursing these grants are often plagued by inefficiencies, 

bureaucratic red tape, and concerns regarding data security. As a result, eligible citizens may face delays or barriers in 

accessing the benefits they are entitled to, while the administration grapples with challenges related to fraud, 

corruption, and data mismanagement [2]. 

The advent of blockchain technology offers a transformative opportunity to address these challenges and revolutionize 

the way governments interact with citizens in the realm of grant allocation. Blockchain, originally conceptualized as 

the underlying technology behind cryptocurrencies like Bitcoin, has evolved into a robust framework for secure, 

decentralized data management and transaction processing. At its core, blockchain is a distributed ledger system 

where data is stored across a network of interconnected nodes, with each transaction cryptographically linked to the 

preceding one, ensuring transparency and tamper-resistance [3]. 

One of the key advantages of blockchain technology in the context of government schemes is its ability to enhance 

data security and integrity. The immutability of blockchain ensures that once data is recorded on the ledger, it cannot 

be altered or deleted retroactively without the consensus of the network participants. This feature not only mitigates 

mailto:riyaz.cse@srecnandyal.edu.in


 

INTERNATIONAL JOURNAL OF PROGRESSIVE 

RESEARCH IN ENGINEERING MANAGEMENT 

AND SCIENCE (IJPREMS) 

 

Vol. 04, Issue 04, April 2024, pp: 1722-1730 

0e-ISSN : 

2583-1062 

Impact 

Factor: 

5.725 
www.ijprems.com 

editor@ijprems.com 
 

@International Journal Of Progressive Research In Engineering Management And Science              Page | 1723 

the risk of data tampering and fraud but also instills trust among citizens by providing a verifiable record of 

transactions and approvals [4]. 

Moreover, the cryptographic encryption mechanisms employed in blockchain systems offer robust protection against 

unauthorized access and data breaches. By encrypting sensitive information at both the transactional and network 

levels, blockchain platforms safeguard citizen data from malicious actors and unauthorized tampering, thereby 

bolstering privacy and confidentiality [5]. 

Another salient feature of blockchain technology is its consensus mechanisms, which enable decentralized decision-

making and validation of transactions within the network. Through consensus algorithms such as Proof of Work 

(PoW) or Proof of Stake (PoS), blockchain networks ensure that all transactions are verified and confirmed by a 

majority of participants, thereby establishing trust and consensus without the need for centralized intermediaries [6]. 

The proposed system outlined in this article seeks to leverage the capabilities of blockchain technology to simplify and 

expedite the process of applying for government grants under various schemes. In this system, department heads have 

access to a centralized blockchain platform where they can define and manage different schemes offered by the 

government. Citizens, in turn, can access this platform to understand the eligibility criteria and requirements for each 

scheme, submit their applications, and upload the necessary documents securely [7]. 

Once a citizen submits an application, government officers responsible for verifying the documents can access the 

blockchain platform to review and validate the submitted information. Upon successful verification, the relevant 

documents are securely stored on the blockchain, ensuring their integrity and accessibility for future reference. 

Subsequently, the approved grant amount is disbursed to the respective citizen applicant, with the entire transaction 

history recorded transparently on the blockchain ledger [8]. 

Overall, the integration of blockchain technology in government grant allocation systems holds immense potential to 

enhance transparency, efficiency, and trust in the administration of public funds. By leveraging the inherent security 

and decentralization of blockchain, governments can mitigate risks associated with data manipulation, streamline 

bureaucratic processes, and empower citizens with greater accessibility and accountability in accessing government 

schemes [9]. 

2. LITERATURE SURVEY 

Blockchain technology has garnered significant attention in recent years for its potential to revolutionize various 

sectors, including government fund allocation and tracking systems. Several scholarly works have explored the 

application of blockchain in enhancing transparency, security, and efficiency in government schemes and policies. 

This literature survey aims to provide an overview of existing research in this domain, drawing insights from a range 

of academic publications. 

Gawade et al. [1] introduced a Government Fund Allocation and Tracking System using Blockchain, highlighting the 

importance of leveraging blockchain technology to streamline the process of fund allocation and monitoring. The 

study emphasizes the role of blockchain in ensuring data security, transparency, and accountability in government 

transactions. Similarly, Vadher et al. [2] proposed a State government fund allocation and transaction system using 

blockchain technology, focusing on the benefits of decentralization and cryptographic encryption in enhancing the 

integrity of government funds. 

Katore and Choubey [3] presented a study on Government Scheme and Funds Tracker using Blockchain, emphasizing 

the role of blockchain in providing a tamper-proof and transparent record of government schemes and fund utilization. 

The authors highlighted the potential of blockchain to mitigate fraud and corruption in government fund management, 

thereby increasing public trust and confidence in the administration. 

Ansari et al. [4] contributed to the literature with their work on Government Fund’s Allocation and Tracking System 

Using Blockchain Technology, wherein they discussed the implementation of blockchain-based solutions to track and 

monitor government fund allocation. The study underscored the importance of immutability and consensus 

mechanisms in ensuring the integrity and transparency of government transactions. 

In a similar vein, Jambulkar and Ratnaparkhi [5] explored the use of blockchain technology in Government Fund 

Distribution and Tracking System, highlighting its potential to streamline the distribution process and eliminate 

intermediaries. The authors discussed the benefits of decentralization and data immutability in enhancing the 

efficiency and trustworthiness of government fund management. 

Mohite and Acharya [6] proposed a blockchain-based solution for government fund tracking using Hyperledger, a 

popular blockchain platform. The study focused on the technical aspects of implementing blockchain in government 

systems, highlighting the scalability and security features of Hyperledger for large-scale applications. 
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Collectively, these studies underscore the growing interest in leveraging blockchain technology to address challenges 

in government fund allocation and tracking. By providing a transparent, immutable, and decentralized ledger of 

transactions, blockchain offers a promising solution to enhance accountability, reduce fraud, and improve the 

efficiency of government schemes and policies. However, further research is needed to explore the practical 

implementation and scalability of blockchain solutions in real-world government settings, taking into account factors 

such as interoperability, regulatory frameworks, and user adoption [7]. 

Overall, the literature surveyed demonstrates the potential of blockchain technology to transform government fund 

management, paving the way for more transparent, accountable, and efficient governance systems. By leveraging the 

inherent features of blockchain, governments can foster greater trust and confidence among citizens while enhancing 

the effectiveness of public policies and programs [8]. 

3. METHODOLOGY 

a) Proposed Work: 

Privacy of applicant’s data, transparency in the system, and security of the data stored are the biggest problems that 

exist in the current systems.  

The proposed system is based on the technology of blockchain which lends transparency and authentication 

mechanisms to this system due to its consensus mechanisms and its cryptographic 

encryption gives the data an additional layer of security.  

The system secures data using hashes to keep a block of transactions in a chain. It enables a complete proof, secure, 

and authentic financial distribution and tracking mechanism, which contributes to the formation of an incorruptible 

government. 

The system will ensure that the documents uploaded by the applicants are only viewed by the authorized government 

officers. This system also ensures that no single user has access to edit or change all types of data within the system. 

Automation through smart contracts accelerates the approval process, leading to faster disbursal of funds to eligible 

citizens. 

Blockchain facilitates interoperability, allowing for seamless integration between different government departments 

and systems. 

b) System Architecture: 

 

Fig1 Proposed Architecture 

The state government funds transaction organization and funds manager organization's system architecture leverages 

blockchain technology for secure and transparent fund management. At the core of the architecture is a decentralized 

blockchain network, ensuring immutability, cryptographic encryption, and consensus mechanisms. The system 

comprises three main layers: the data layer, the logic layer, and the presentation layer.  

In the data layer, blockchain stores all transactional data securely, ensuring tamper-proof records of fund transactions. 

The logic layer encompasses smart contracts governing fund allocation, verification, and disbursement processes. 

Smart contracts automate decision-making and ensure compliance with predefined rules and criteria.  

The presentation layer provides user interfaces for stakeholders, including citizens, government officials, and auditors, 

facilitating seamless interaction with the system. Through intuitive interfaces, users can submit applications, track 

fund transactions, and access transparent reports on fund utilization. Overall, the system architecture ensures trust, 

efficiency, and accountability in state government fund management. 
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c) Modules 

To implement this project we used the following modues are organization,transaction,state government,funds. 

These modules description given below: 

New Organization Signup 

In this module, new organizations can register to participate in the system by providing essential details such as name, 

contact information, and credentials. Upon registration, the organization is added to the system and granted access to 

their account for subsequent interactions and transactions. 

Organization Login 

 Registered organizations can log in using their credentials, gaining access to their accounts within the system. Upon 

logging in, organizations can engage in a range of functions, including viewing transaction history and initiating 

actions such as adding or requesting funds as per their requirements and permissions. 

View Transaction 

This module enables organizations to access and review transaction records associated with their account. They can 

examine comprehensive details of past transactions, encompassing fund allocation and expenditure. Through this 

feature, organizations can maintain transparency and track the flow of funds within the system effectively. 

State Government Login 

 State government officials and administrators access the system using their unique credentials, granting them access 

to an array of functions. These include adding funds, allocating funds to projects, viewing transaction records, and 

managing organizations. This login provides officials with comprehensive oversight and control over fund 

management activities within the system. 

Add Amount 

State government users, upon login, can add funds to the system by specifying the amount, funding source, and 

pertinent details. These added funds contribute to the total available for allocation to diverse projects, enhancing the 

financial resources accessible for government initiatives and programs. 

Allocate Fund 

State government administrators utilize this module to allocate funds to designated projects or initiatives, specifying 

the project, allocated amount, and relevant details. This systematic allocation process ensures that funds are distributed 

in alignment with government priorities and policies, facilitating efficient resource utilization and program 

implementation 

View Transaction  

State government officials have access to a comprehensive transaction records module, akin to organizations, enabling 

them to monitor fund flow, project allocations, and expenditures at a broader scale. This feature empowers officials 

with insights into the utilization of funds within the government allocation system, facilitating effective oversight and 

management. 

View Organization 

 State government users have access to a module to view details of registered organizations participating in the fund 

allocation system. They can review each organization's information, status, and activities, gaining insights into their 

participation and contributions. This feature enhances transparency and facilitates informed decision-making in fund 

allocation processes. 

d) BLOCK CHAIN INTEGRATION 

The project leverages blockchain technology to create a platform for tracking government fund allocation, ensuring 

transparency and accountability in financial transactions. This integration of blockchain enhances the security and 

immutability of transaction records, thereby fostering trust in the fund allocation process. 

Blockchain technology is utilized to establish a government fund allocation procedure that is resistant to corruption 

and fraud, providing transparency and security at each stage of the allocation process. This ensures that funds are 

distributed fairly and without tampering, bolstering public confidence in the system. 

Cryptographically hashed data is incorporated into the blockchain system to strengthen the security and integrity of 

transaction information, making it resistant to unauthorized access and data tampering, thereby ensuring the utmost 

level of data security and reliability in the project. 

GANACHE 

Ganache is a local Ethereum blockchain emulator used for the development and testing of Ethereum smart contracts, 

allowing developers to simulate an Ethereum network on their local machines. in Ganache server, developers 
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can:Create Ethereum accounts with private keys for testing.Simulate transactions and interactions with smart 

contracts.Monitor transaction details, gas usage, and execution logs. 

Ganache emulates an Ethereum blockchain, consisting of a series of blocks. Each block contains recorded transactions 

and has a unique block number. These blocks serve to validate and record transactions and interactions in the 

simulated Ethereum network. 

Ganache is utilized in this project to retrieve information stored on the local Ethereumblockchain, including data 

related to government funds allocation, project details, fund recipients,and various transactions or interactions within 

the state government's blockchain-based allocation and tracking system. 

4.  EXPERIMENTAL RESULTS 

 

Fig 2 home page 

 

Fig 3 login screen page 

 

Fig 4 funds donating page 

 

Fig 5 amount adding to block chain page 
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Fig 6 organization sign up screen 

 

Fig 7 details page 

 

Fig 8 log in screen page 

 

 

Fig 9 details page 

 

Fig 10 organization login screen page 
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Fig 11 details page 

 

Fig 12 out put page 

5. CONCLUSION 

In conclusion, the integration of blockchain technology into government fund allocation and tracking systems yields 

multifaceted benefits that profoundly impact transparency, accountability, security, and data integrity. By leveraging 

blockchain, the project establishes a framework that elevates transparency and accountability, providing stakeholders 

with a clear view of fund utilization and allocation processes. Additionally, charitable foundations benefit from 

centralized donation data and automated report generation, facilitating efficient management of philanthropic 

activities. Moreover, blockchain fortifies the security and integrity of the system, mitigating the risks of corruption and 

unauthorized access. The adoption of cryptographically hashed data ensures the immutability and trustworthiness of 

transaction records, bolstering public confidence in the reliability of financial information. 

Overall, the incorporation of blockchain technology represents a pivotal step towards enhancing governance practices 

and fostering trust between governments, organizations, and citizens. By embracing innovation and prioritizing 

transparency, the project sets a precedent for effective and accountable management of public funds in the digital age. 

6. FUTURE SCOPE 

Incorporating the Byzantine consensus mechanism can significantly enhance the scalability and robustness of the 

proposed project by enabling efficient consensus among network participants, even in the presence of malicious 

actors. This ensures that the system remains resilient andcapable of accommodating a growing volume of transactions 

without compromising security or performance. Additionally, augmenting data encryption further strengthens the 

system's security posture, safeguarding sensitive information from potential threats or breaches. Moreover, bundling 

multiple documents using a unique identifier holds promise for streamlining tracking processes, simplifying record-

keeping, and enhancing overall efficiency. Introducing sub-contractors into the system can expedite fund disbursement 

processes by facilitating direct transactions between government entities and subcontractors, thereby minimizing 

administrative overhead and improving resource allocation. These proposed enhancements not only address existing 

challenges but also pave the way for future innovations in government fund allocation and tracking systems. By 

embracing scalability, security, and efficiency improvements, the project can evolve into a more resilient and 

adaptable platform capable of meeting the dynamic needs of stakeholders and supporting sustainable governance 

practices. 
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