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ABSTRACT 

Fake news has become a major challenge in today’s digital world, where the rapid spread of misinformation on social 

media and online platforms can have serious consequences. To combat this issue, a Fake News Detection System using 

machine learning can be highly effective. This system relies on various machine learning models, including Logistic 

Regression, Decision Tree, and Gradient Boosting classifiers, to classify news articles as real or fake. The first step in 

building such a system is to pre-process the dataset, which typically consists of labeled real and fake news articles. 

Textual data is converted into numerical features using techniques. This method captures the importance of words in 

each document relative to their frequency across the entire dataset, enabling the model to understand the content of the 

articles better. Once the data is processed, machine learning models are trained on the dataset to learn patterns and make 

predictions. Logistic Regression provides a simple yet effective linear approach, while Decision Trees offer a more 

interpretable and hierarchical structure for decision-making. Gradient Boosting, a more advanced technique, combines 

the predictions of multiple weak models to enhance overall performance. These models are evaluated based on their 

classification accuracy, precision, recall, and F1 score to ensure their effectiveness in identifying fake news. 

Keywords: Fake News Detection, Machine Learning, Text Classification, Logistic Regression, Decision Tree, Gradient 

Boosting. 

1. INTRODUCTION 

Fake news, as false or inaccurate information passed as true news, has emerged as a significant problem in the digital 

age. The proliferation of social media and internet-based news platforms has made rapid dissemination of disinformation 

a concern for public confidence, political order, and public welfare. Since the amount of news and its speed of 

distribution are so massive, it is not possible for humans to validate information manually and thus there has been a need 

to create artificial fake news detection systems. 

The article seeks to solve this problem by using text classification methods to distinguish between real and false news 

articles. It does this through the use of machine learning models such as Logistic Regression, Decision Tree, and 

Gradient Boosting that have been trained on a dataset of fake or genuine labeled news articles. The text data is 

preprocessed and converted with TF-IDF vectorization to derive useful features so that the models can learn linguistic 

structure patterns and word usage. One of the fundamental strengths of this article is that it can automate the detection 

process, thus helping fact-checkers, journalists, and online platforms filter out false content. The system can process 

textual input and categorize news articles with high accuracy, minimizing the need for human intervention. 

To provide usability and accessibility, the trained machine learning model is hosted as a web application via Streamlit. 

The friendly interface provides people with the ability to feed in news text and obtain real-time classification outcomes, 

hence becoming an asset in the fight against the spread of misinformation. 

2. LITERATURE SURVEY 

The authors [1] explore different textual properties that can be used to distinguish fake contents from real. This model 

[2] uses n-gram analysis and machine learning techniques. This work [3] aims to create a model S-HAN, an improved 

version of Hierarchical Attention Networks using stacked bidirectional Gated Recurrent Units (GRU) to identify the 

important words and sentences in the news which assists in the identification of misinformation. 

The authors proposed [4] a hypothesis that there exists a relation between fake messages or rumours and sentiments of 

the texts posted online. 

The authors proposed [5] approach aimed to reduce the number of symmetrical features and obtain a high accuracy after 

implementing three wrapper feature selections for evolutionary classifications using particle swarm optimization, the 

genetic algorithm. The experiments [6] were performed in two environments namely RapidMiner and Python to tackle 

the binary-class problem of assigning “fake” or “real” to news. One [7] of the main challenges is identifying useful 

information that is exploited as a way to detect fake news. Detecting [8] the widespread fake news over the numerous 

social media platforms presents new challenges that make the currently deployed algorithms ineffective or not applicable 

anymore. The authors explored [9] how changing the detector complexity, the input sequence length, and the training 

loss affect the robustness of the learned model. 
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The experiment [10] is that the linear classification works the best with the TF-IDF model in the process of content 

classification. The author proposed [11] an ensemble-based deep learning model to classify news as fake or real using 

LIAR dataset. The authors proposed [12] models are evaluated on two recent well-known datasets in the field, namely 

ISOT and LIAR. Since the [13] discerning of fake news through their contents by individuals is very difficult, the 

existence of an automatic fake news detection approach for preventing the spread of such false information is mandatory. 

In these [14] modern times where internet has become widely popular and used by almost everyone, anyone can share 

or upload articles without any credibility. The authors in [15-19] explore the deep learning for misinformation detection 

on online social networks, detection using deep recurrent neural networks, stacking approach for accurate detection, 

fakeBERT  and FNDnet models to detect the fake news. 

The authors in [20-24] explore the fake news detection using deep learning models, an efficient news detection system 

using machine learning, literature review, challenges and innovations in the creation of digital twins in healthcare. The 

authors in [25-31] explore the intrusion detection system, cyber-physical systems security and quantum computing 

applications and AI, internet of lighting for smart cities, twitter sentimental data analysis. The authors in [32-37] 

explores the detection of plant leaf diseases, heart disease prediction, distribute the message over the network, prediction 

of dengue disease, future drifts and modern investigation tests in wireless sensor networks, system for packed and 

polymorphic malware. 

The authors in [38-42] explore the traffic communication, detecting cuts in the networks, secure model for cloud 

computing, protection of cloud and authentication mechanism. The authors explores understanding and addressing 

human factors in cyber security vulnerabilities, integration of AI and quantum computing in cyber security, AI and IoT 

in mental health care, understandings of the deep fakes, personalization and customization strategies with AI [43-47]. 

3. METHODOLOGIES 

Data Preprocessing & Collection: Collecting labeled datasets with fake and real news articles, then text cleaning and 

feature extraction through TF-IDF vectorization.Model Training & Evaluation: Applying and training machine learning 

models to classify news, then performance evaluation using evaluation metrics like accuracy, precision, recall, and F1-

score.User Interaction & Deployment: Creating a Streamlit-based web application to allow real-time detection of 

spurious news articles. 

The dataset used in this article was collected from Kaggle, a widely recognized platform for datasets and machine 

learning research. The dataset consists of labeled news articles classified as either fake or real, providing a structured 

foundation for training machine learning models.The data collection process is a crucial step in building an accurate and 

effective Fake News Detection System. The dataset used in this article was collected from Kaggle, which provides 

structured and labeled news articles categorized as real or fake. The following steps were followed during the data 

collection process: The first step was to find a suitable dataset that contains labeled news articles. Kaggle provides 

multiple fake news datasets, and the chosen dataset includes both fake and real news articles with structured text data. 

The dataset was downloaded from Kaggle’s open-source repository. The dataset was available in CSV format, making 

it easy to handle and pre-process. Once the dataset was downloaded, it was examined to understand its structure. The 

key attributes in the dataset include: Title: The headline of the news article. Text: The main content of the news article. 

Subject: The category of the news article (e.g., politics, world news). Date: The publication date of the article. Label: 

The classification of the article (1 = Real, 0 = Fake). Checked for missing values in the dataset. Removed duplicate 

records to avoid biased training. Verified the balance of fake and real news articles to prevent model bias. The dataset 

was split into training (80%) and testing (20%) sets. 

The cleaned dataset was saved for further pre-processing and feature extraction.For this article, the Fake News Detection 

dataset was collected from Kaggle, a widely used platform for open-source datasets and machine learning research. The 

dataset contains labeled news articles categorized as real and fake, making it suitable for training and evaluating machine 

learning models. 

The dataset consists of the following key attributes, 

1. Title – The headline of the news article. 

2. Text – The full content of the news article. 

3. Subject – The category of the news (e.g., politics, world news). 

4. Date – The publication date of the article. 

5. Label – The classification of the article: 

1 → Real News 

0 → Fake News 
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Preprocessing Considerations: 

-Duplicate news articles were removed to avoid bias. 

-Missing values were handled appropriately. 

-The dataset was balanced to ensure that fake and real news articles were proportionally represented during model 

training. 

We have used the different ML Algorithms and Techniques which are Logistic Regression, 

Decision Tree Classifier, Gradient Boosting Classifier, and the Feature Engineering Techniques, TF-IDF (Term 

Frequency-Inverse Document Frequency) Vectorization, N-grams (Unigrams, Bigrams, Trigrams), Sentiment Analysis, 

Readability Scores. 

4. RESULTS 

The Fig.1 shows the developed fake news detection application where we can enter the text to check. 

 

Fig.1 Fake News Detector - Web App 

The Fig.2 represents both the results of real and fake news detection after entering the text. 

 

Fig.2 fake news detector: for real and fake news 
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5. CONCLUSIONS 

The article successfully built a model that uses machine learning to identify key indicators of real and fake news, and 

its performance was assessed using multiple evaluation methods toensure its effectiveness. 

The Fake News Detection System features a user-friendly interface built with Streamlit, ensuring an intuitive and 

accessible experience for all users. It provides quick, automated detection of whether news is real or fake in just seconds, 

leveraging machine learning and Natural Language Processing (NLP) techniques to analyze text and improve accuracy 

over time. With the potential for further enhancement, the system can integrate advanced models like BERT or 

RoBERTa to boost performance. Ultimately, the system helps prevent the spread of misinformation by enabling users 

to verify the credibility of news before sharing it. 

The system has some limitations, including limited accuracy, as the model's performance depends on the quality of 

training data and may not detect subtly manipulated news. It also lacks context awareness, as it doesn't check sources 

or cross-reference facts, making it vulnerable to bias. The model operates on a binary classification system, without 

providing a confidence score or probability percentage for its predictions. Additionally, it struggles with detecting 

sarcasm and satire, making it prone to misclassifying satirical articles or sarcastic content as fake news. There's also the 

risk of model bias; if trained on biased data, the model may incorrectly classify legitimate news as fake. 
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