
 
www.ijprems.com 

editor@ijprems.com 

INTERNATIONAL JOURNAL OF PROGRESSIVE 

RESEARCH IN ENGINEERING MANAGEMENT 

AND SCIENCE (IJPREMS) 

(Int Peer Reviewed Journal) 

Vol. 04, Issue 10, November 2024, pp : 1306-1310 

e-ISSN : 

2583-1062 

Impact 

Factor : 

7.001 
 

@International Journal Of Progressive Research In Engineering Management And Science              Page | 1306 

THIRD EYE FORENSIC SKETCHING A NEW ERA IN CRIME 

INVESTIGATION: A REVIEW 

Fawwaz Shaikh1, Kazi Ashna2, Khan Juveriya3, Zaibunnisa Malik4 

1,2,3,4Dept of Computer Engg, M.H. Saboo Siddik Polytechnic, Nagpada, Byculla, Mumbai, India. 

fawwazmohdshaikh@gmail.com, ashnakazi06@gmail.com  khanjuveriya869@gmail.com      zebamalik@yahoo.com 

DOI: https://www.doi.org/10.58257/IJPREMS36954 

ABSTRACT  

Traditional hand-drawn face sketches in forensic art are plagued by limitations, including time consuming creation 

and limited compatibility with modern recognition technologies. This paper explores the recent advancements in 

forensic face sketch construction and recognition application that lev1erages intuitive drag-and-drop functionality, 

advanced deep learning algorithms, and cloud-based infrastructure to streamline the process of creating composite 

face sketches and matching them with police records. The application enables users to effortlessly generate sketches of 

suspects without the need for forensic artists, significantly improving the efficiency of criminal identification 

processes. By harnessing the power of AI and ML, the approach marks a substantial advancement in forensic 

investigation techniques, enabling law enforcement agencies to rapidly and accurately identify suspects. 

1. INTRODUCTION 

Facial detection and recognition technology has gained significant traction in recent years, becoming a cornerstone of 

advancements in fields like security, law enforcement, human-computer interaction, and even marketing. These 

systems allow computers to identify and verify human faces from digital images or video frames, playing a crucial role 

in biometric identification, access control, surveillance, and criminal investigations. However, despite the progress 

made, facial recognition remains a challenging task due to the complexities of human faces, which exhibit a high 

degree of variability in terms of pose, lighting, expression, age, and other factors. 

The early research on face recognition primarily focused on controlled environments, where factors such as lighting and 

pose could be easily managed. As technology progressed, the need for more robust algorithms capable of handling real-

world conditions became apparent. This need prompted researchers to develop various approaches to address the 

challenges of face detection and recognition in unconstrained environments, such as complex backgrounds or varying 

lighting conditions. One of the pioneering works in this domain introduced a real-time face recognition system using 

visual learning techniques and template matching. Their work emphasized the importance of efficient face and facial 

feature detection for accurate recognition, particularly in real-time applications like video surveillance[5][2]. 

As facial recognition technologies evolved, so did the methods for detecting facial features. They proposed an 

algorithm that improved facial detection accuracy using geometric relationships between facial features, specifically 

focusing on the position of the eyes and mouth[7]. They integrated the Hough Transform for facial feature detection, 

which significantly enhanced robustness, even in the presence of noise or partial occlusion. Their work underlined the 

growing trend of leveraging geometric models to improve the reliability of facial detection systems in real-world 

applications[7][20]. 

More recently, the advent of machine learning and deep learning has transformed the field, with techniques like 

convolutional neural networks (CNNs) and Generative Adversarial Networks (GANs) offering more sophisticated 

approaches for facial analysis[5],applied GANs to criminal sketch generation, enabling the automatic transformation of 

verbal descriptions from eyewitnesses into realistic facial portraits. This breakthrough demonstrates the potential of 

GANs to assist in criminal investigations by creating high- quality facial sketches that can be used by law enforcement to 

identify suspects more effectively (mmsp48831.2020.9287084). 

Despite these advancements, face recognition technology still faces several challenges[9]. Variations in lighting, pose, 

and facial expressions can drastically affect the accuracy of these systems. Moreover, issues such as data privacy, bias, 

and the potential misuse of face recognition technologies in surveillance continue to spark ethical debates. As research 

progresses, there is a growing focus on developing systems that are not only more accurate but also fair, transparent, 

and respectful of privacy rights. 

In this paper, we will explore the progression of facial detection and recognition technologies by examining key 

methods used in various studies. We will compare the traditional methods presented by Colmenarez & Huang 

(1998) and Huang & Hu (2009) with modern GAN-based approaches[21] like those used by, illustrating how these 

developments have advanced the field of facial recognition, particularly in challenging real-world conditions. 
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2. METHODS 

2.1 Terminology. Face detection refers to the process of identifying and locating human faces in an image or video 

frame by scanning for regions likely to contain facial features.[2] Once a face is detected, face recognition involves 

identifying or verifying a person’s identity by comparing the detected facial features with a database of known faces. 

Another important concept is the Generative Adversarial Network (GAN), a deep learning model consisting of two 

networks: a generator and a discriminator [7] GANs are used in facial recognition to generate synthetic facial images 

or sketches, which can be particularly useful in tasks like facial reconstruction and criminal sketching. [4] It utilizes 

this measure in their face detection model to differentiate between facial and non-facial images. Additionally, Hough 

Transform is highlighted as a feature extraction technique, often employed to detect simple shapes like lines and 

circles. 

[7] applied this method to accurately detect key facial features, such as the eyes and mouth, in their face detection 

system.[6] 

2.2 Search Strategy. A systematic search was conducted across multiple research paper, including IEEE Xplore, 

Springer, and IRJET, to gather relevant studies on facial detection and recognition. The search strategy involved 

sourcing research articles using specific keywords such as "face detection," "face recognition," "facial feature 

extraction," "template matching," "Hough Transform in face detection," and "Generative Adversarial Networks for 

face generation." The focus was on studies published between 1998 and 2023, ensuring a comprehensive review of 

both the historical development and modern advancements in facial detection and recognition technologies. Only 

papers written in English and accessible through university subscriptions or open access platforms were considered for 

inclusion. Additionally, foundational studies, which significantly contributed to the evolution of facial detection 

systems, were deliberately included due to their historical significance. 

2.3 Selection Criteria. The selection of relevant papers for this research was based on several criteria. First, only studies 

that directly addressed face detection or recognition techniques were included [15][17], ranging from traditional 

methods like template and elastic matching to advanced machine learning techniques, such as GANs. Technological 

innovation was another key factor, with priority given to papers[3][5][6] that introduced novel methods or significant 

improvements in face detection and recognition. For example, They developed a real-time system using visual learning 

and template matching, while he employed the Hough Transform to enhance facial feature extraction accuracy. More 

recently, It demonstrated the use of GANs for criminal sketching, advancing the generation of realistic facial images 

based on descriptions. 

3. RESULTS 

1.1. They[1][2][5][9] introduced a real-time detection and recognition system that proved highly effective, particularly 

in video-based applications.[12] Their approach combined visual learning with 2D template matching, allowing the 

system to detect and recognize faces in a dynamic, real-time environment. This method was able to maintain high 

accuracy, even when handling continuous video sequences where faces appeared at different angles and in various 

lighting conditions.[8] By integrating their visual learning technique, which maximizes Kullback-Leibler divergence 

for better face pattern discrimination, they succeeded in overcoming several challenges related to facial feature 

variation. The system's ability to track and recognize faces in real-time represented a significant step forward in face 

recognition technology at the time[1]. 

1.2. They focused on improving the precision of facial feature detection through the application of the Hough 

Transform and geometric model matching. Their system achieved an impressive detection accuracy of 87.4%, which 

marked a considerable improvement over traditional face detection algorithms. The use of Hough Transform to detect 

key facial features, such as the eyes and mouth, enhanced the robustness of their approach in handling complex 

backgrounds and varying facial poses [13]. Their geometric model, which analyzed the spatial relationship between 

facial features, enabled the system to accurately determine the orientation and positioning of faces even under non-ideal 

conditions. This accuracy rate demonstrated the potential of combining geometric modeling with advanced feature 

extraction techniques to significantly enhance detection performance in real- world scenarios [19]. 

1.3. It took a different approach by addressing the challenge of generating criminal sketches based on eyewitness 

descriptions using Generative Adversarial Networks (GANs). Their method not only automated the process of criminal 

sketching but also improved upon traditional manual techniques by producing realistic and high-quality sketches from 

limited input data.[12]. The GAN-based architecture allowed their system to generate multiple candidate images that 

matched the descriptive features provided by witnesses [14]. 

This feature was particularly valuable for criminal investigations, where multiple suspects or varying witness 

descriptions are common. The ability to generate several realistic portraits from the same description greatly improved 
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the identification process, offering law enforcement a range of visual options to work with[12]. This advancement 

highlighted the powerful role GANs can play in forensic sketching, revolutionizing the way criminal portraits are 

created and improving investigative efficiency. 

Overall, these outcomes illustrate the diverse applications and success of face detection and recognition technologies, 

from real-time video analysis to enhanced feature detection and innovative criminal sketch 

generation[5]. Each study contributes valuable insights into the ongoing development of facial recognition systems, 

addressing key challenges such as accuracy, speed, and practical application[3]. 

4. DISCUSSION 

Colmenarez & Huang (1998) designed a real-time face detection and recognition system that showed high 

effectiveness in dynamic environments such as video sequences[16]. One of the major strengths of their approach was 

the system's ability to detect and track faces in real-time, a critical requirement for applications like surveillance and 

security systems. By leveraging visual learning techniques and template matching, they achieved accurate face 

detection across varying facial poses and lighting conditions[20]. However, the computational intensity of their system 

posed a significant limitation. Real-time processing of video data requires substantial computational resources, and 

their method, though accurate, struggled with the high computational demands associated with continuous video 

stream analysis[7]. This limitation hindered its scalability for large-scale or resource-constrained applications. 

Moreover, as video sequences increase in complexity, with more individuals and movement, the system's processing 

speed and recognition accuracy may degrade due to the higher data load[7] 

On the other hand, Huang & Hu (2009) made notable improvements to traditional face detection algorithms by 

incorporating the Hough Transform for facial feature extraction[5]. This approach allowed them to significantly 

improve the accuracy of feature localization, especially in detecting key components like the eyes and mouth, which are 

critical for face recognition. Their geometric model further enhanced the system's ability to analyze the spatial 

relationships between facial features, leading to a detection accuracy of 87.4%, a considerable improvement over 

earlier techniques[6]. Despite these strengths, their method still encountered limitations when applied to complex 

backgrounds. While the Hough Transform is effective at detecting geometric shapes, real-world environments often 

contain visual noise and background elements that can interfere with accurate detection[15]. This is especially 

problematic in cases where faces are partially obscured or the lighting is inconsistent, both of which are common in 

real-life scenarios. Thus, while their method performs well in controlled settings, its robustness in more unpredictable 

environments remains a challenge. 

Wu et al. (2020) introduced a cutting-edge approach by using Generative Adversarial Networks (GANs) to generate 

criminal sketches based on witness descriptions[21]. The strength of their method lies in its ability to synthesize high-

quality, realistic portraits from minimal input data, automating a traditionally time- consuming manual process. By 

generating multiple candidate images from a single description, their method provides law enforcement with a range of 

visual options for identifying suspects, which is especially valuable in cases with inconsistent or vague witness 

accounts[18]. However, the reliance on GANs brings its own set of challenges. One of the primary limitations of their 

approach is the potential for overfitting, where the model becomes too specialized to the training data and loses its 

generalization ability. This could result in the generation of unrealistic or inaccurate images if the training data is not 

sufficiently diverse [6]. Furthermore, while GANs can produce remarkably detailed images, they are sensitive to the 

quality of input data and descriptions. In cases where the eyewitness description is incomplete or imprecise, the 

generated portraits may not closely resemble the actual suspect, leading to potential misidentifications.[4] 

Additionally, the complex nature of GAN architectures can lead to high computational costs, similar to the limitations 

faced by real-time systems, making their deployment in real-time forensic applications challenging 

(mmsp48831.2020.9287084). 

In summary, each of these methods addresses different aspects of face detection and recognition, offering various 

strengths tailored to their respective applications.[3] Colmenarez & Huang's (1998) real- time system is well-suited for 

dynamic environments like video surveillance, but its high computational demand limits scalability. Huang & Hu 

(2009) improved detection accuracy through geometric modeling and feature localization, though their system 

struggles with the complexities of real-world backgrounds. Finally, Wu et al. (2020) present an innovative GAN-

based solution for criminal sketching, generating highly realistic portraits but facing potential issues with overfitting 

and image quality in the case of incomplete data.[12] The next generation of face recognition systems will likely need 

to integrate elements from all these approaches, combining real- time processing, robustness in complex 

environments, and the flexibility of machine learning models like GANs to push the boundaries of facial recognition 

technology. 
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Wu et al. (2020) introduced a cutting-edge approach by using Generative Adversarial Networks (GANs) to generate 

criminal sketches based on witness descriptions. The strength of their method lies in its ability to synthesize high-

quality, realistic portraits from minimal input data, automating a traditionally time- consuming manual process[8]. By 

generating multiple candidate images from a single description, their method provides law enforcement with a range of 

visual options for identifying suspects, which is especially valuable in cases with inconsistent or vague witness 

accounts. However, the reliance on GANs brings its own set of challenges[20]. One of the primary limitations of their 

approach is the potential for overfitting, where the model becomes too specialized to the training data and loses its 

generalization ability. This could result in the generation of unrealistic or inaccurate images if the training data is not 

sufficiently diverse. Furthermore, while GANs can produce remarkably detailed images, they are sensitive to the 

quality of input data and descriptions. In cases where the eyewitness description is incomplete or imprecise, the 

generated portraits may not closely resemble the actual suspect, leading to potential misidentifications. Additionally, 

the complex nature of GAN architectures can lead to high computational costs, similar to the limitations faced by real-

time systems, making their deployment in real-time forensic applications challenging (mmsp48831.2020.9287084). 

In summary, each of these methods addresses different aspects of face detection and recognition, offering various 

strengths tailored to their respective applications. Colmenarez & Huang's (1998) real-time system is well-suited for 

dynamic environments like video surveillance, but its high computational demand limits scalability. Huang & Hu 

(2009) improved detection accuracy through geometric modeling and feature localization, though their system 

struggles with the complexities of real-world backgrounds. Finally, Wu et al. (2020) present innovative GAN-based 

solution for criminal sketching, generating highly realistic portraits but facing potential issues with overfitting and 

image quality in the case of incomplete data[15]. The next generation of face recognition systems will likely need to 

integrate elements from all these approaches, combining real-time processing, robustness in complex environments, 

and the flexibility of machine learning models like GANs to push the boundaries of facial recognition technology. 

5. CONCLUSION 

In conclusion, Facial detection and recognition technologies have made remarkable strides over the years, driven by 

the need for more efficient, accurate, and scalable solutions. These advancements have been instrumental in a variety 

of applications, from security and surveillance to criminal investigation and human- computer interaction[12] 

Techniques that once relied on template matching and basic feature extraction have evolved into sophisticated systems 

that incorporate advanced algorithms capable of processing facial data in real-time and under challenging 

conditions.[9] 

The development of machine learning, and more recently, deep learning models like Generative Adversarial Networks 

(GANs), has significantly expanded the capabilities of facial recognition systems. These models have enabled the 

generation of highly realistic facial images from minimal input, enhancing tasks such as criminal sketching and facial 

reconstruction. At the same time, improvements in feature localization and the handling of complex environments 

have made facial detection systems more robust and adaptable to real-world scenarios. 

As the field continues to grow, the integration of these advanced techniques will likely lead to more powerful and 

reliable facial recognition systems, capable of addressing new challenges while maintaining high levels of accuracy 

and efficiency. This progression opens up new possibilities for security, law enforcement, and other sectors where 

facial recognition plays a critical role[7]. 
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